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          S2-012896 (Response to LS S2-012456 from SA2 on Security aspects 
          for IMS related to Authentication). 
1. Introduction

SA2 thanks SA3 for the response to SA2’s LS S2-012456. In LS S2-012456, SA2 informed SA3 about SA2’s working assumption in respect to the relationship of the Private User Identifier, the Public User Identifier and the S-CSCF in the IMS. In particular SA2 remarked that different service profiles may be assigned to different S-CSCF’s even when these service profiles have the same Private User Identifier (see section 2.1 in S2-012456). In the response LS S2-0112896, SA3 informed SA2 that the current available results indicate that SA2’s work assumption may significantly increase the complexity of the security procedures in comparison to a scenario in which all service profiles are assigned to the same S-CSCF. SA3 further indicates that the additional work may indeed have a negative impact on the ability of SA3 to complete the IMS security issues on time for Rel5. 

2. Actions

SA2 would like to inform SA3 that the assignment of a single S-CSCF for all service profiles belonging to the same Private User Identifier was not viewed as a significant loss of functionality for Rel. 5. The SA2 plenary agreed that for Rel. 5, it is sufficient that all service profiles that belong to the same Private User Identifier become assigned to the same S-CSCF. 

All the  decisions that are made by SA3, however, should not preclude an assignment of multiple S-CSCF’s in future releases of the IMS. SA3 must therefore take the compatibility of multi-release network entities into account. The security mechanisms standardised for a Rel. 5 P-CSCF or for a Rel. 5 UE, for example, shall support multiple S-CSCFs in future architecture solutions. 
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